
Privacy Policy - Cybercube
This Privacy Policy applies to Cybercube (hereafter “the Company”) and describes how the
Company collects, maintains, uses and discloses personal information in relation to the
Company’s existing and former clients.

Cybercube (hereafter “we” or “us”) is a Cybercube PTE. LTD. at Griffith Corporate centre,
Beachmont, Kingston St. Vincent & Grenadines. It operates through the website Cybercube.io
(hereafter “the Website”).

Cybercube does its utmost to ensure that the privacy, confidentiality and security of its clients
are preserved both throughout their interactions with the company and afterwards, to the
fullest extent achievable by the company.

Explanation of personal data

1. Cybercube collects email addresses and names (hereafter “Personal Data”) of
individuals who decide to sign up for the Cybercube Newsletter. These are data that can
be linked to the identity of an individual person.

2. Cybercube is at all times responsible for the management of the Personal Data provided
by each User and will make every effort to protect these Personal Data. In the event of a
data breach, Cybercube will immediately inform the User of that event via the email
address known to it and make every effort to prevent further distribution of these
Personal Data.

3. The User has the right at all times to receive the Personal Data provided by him / her to
Cybercube in an orderly manner from Cybercube ("right of access"). On the first request
of a User, Cybercube will forward his / her Personal Data to a third party to be
designated by that User ("right to data portability") or remove it entirely from its system
("right to be forgotten").

4. Any questions that a User may have regarding his Personal Data can be asked to
Cybercube

Use of personal data

Any personal information you provide to the Company will be treated as confidential and
shared only within the Group and/or within the Company, its affiliates and its business
partners and will not be disclosed to any third party except under any regulatory or legal
proceedings as well as to third parties that solely provide statistical services to the Company
to improve its marketing campaign. Website tracking systems may also collect data detailing
the pages you have accessed, how you discovered this site, the frequency of visits and so on.
The information the Company obtains is used to improve the content of our Website and



may be used by us to contact you, by any appropriate means, and to provide you with any
information we believe may be useful to you.

The personal information that you provide in connection with registering yourself as a user
of the Website or of the Services is classified as “Registration Information”. Registration
Information is protected in many ways. You can access your Registration Information
through a password selected by you. This password is encrypted and known only to you.
Your password must not be revealed to anyone.

Personal information provided to the Company that is not “Registration Information” also
resides on secure servers and is again accessible only to authorized personnel via password.
This information cannot be online accessible by you, therefore no password shall be selected
to view or modify this information.

Use of cookies

A cookie is a text file or files containing a small amount of information that are sent to a web
browser and stored on the User's device. Such devices include a computer, a mobile phone or
other devices with which the user visits the Website.

Cookies can be persistent and are stored on the computer until the User deletes them, or
temporary (such cookies are called “session cookies”), which means that they are stored only
until the browser is closed. In addition to this, cookies are divided into basic (they are installed
directly by the visited Website) and third-party (installed by other sites) types.

You should consider the following:
- When the User visits the Website again, the cookie data will be updated.
- In most cases, the default web browser allows automatic storage of cookies on the User's
device.
- Disabling cookies may lead to access restriction to published materials or defective functioning
of the services of the Website.

The Company cares about its users and tries to make the stay on the Website as comfortable
as possible, and for this purpose, the Company needs to use cookies to analyze the behavior,
preferences and interests of the User. Such analysis will help the Company improve the
experience of interacting with the Website, determine the most convenient interface and
navigation of the Service.

The Company uses the following categories of cookies:
● Strictly necessary cookies that the User needs to navigate the webpage and, when using

certain services, for example, to access protected pages, register and authorize, search
the Website. They also remember the previous actions of the User when going to the
previous page in the same session.



● Performance cookies - aggregate information about how the Website is used. This data
is stored on the User's device between web browser sessions. Examples of such data
can be the following metrics: time spent on the Website, the most frequently visited
pages, understanding which sections and services of the site were most interesting to
the User, how effective this or that advertising or marketing campaign is.

● All of the information collected using performance cookies is intended for statistical and
analytical purposes. Some of the cookie data may be provided to third parties that have
permission from the website, and exclusively for the above mentioned purposes.

● Functional Cookies - used to save parameters or configurations that are stored on the
user's device between web browser sessions. Examples of such data may include the
following metrics: username, profile photo, information on comments left, site language,
location, whether the user has been provided with any information or selected benefits
previously, as well as other Website settings. These cookies also allow users to watch
videos, participate in interactions and use social networks. To make the experience after
visiting the resource more pleasant, these cookies remember the information provided
by the user, increasing the efficiency of interaction with the Website. Some of the cookie
data may be provided to third parties that have permission from the website, and
exclusively for the above mentioned purposes.

● Targeting Cookies - used to provide content that may interest the user. This data is
stored on the User's device between web browser sessions. Examples of such data can
be the following metrics: tracking, recommended text, graphic, audio and video materials
in order to avoid repeated impressions, managing targeted advertising, evaluating the
effectiveness of advertising campaigns, information about the User's visit to other
resources during transitions, as well as other Website settings.

The Website may share this information with other parties, including media clients, advertisers,
agencies and related business partners, in order for them to provide quality targeted advertising.

Disclosure of Personal Data
Cybercube will never disclose any private or otherwise confidential information in regards to
our current or former clients to third parties without the express, written consent of our
clients, except in such specific cases in which disclosure is a requirement under law and/or
when the Company believes that disclosure is necessary to protect our rights and/or to
comply with a judicial proceeding, court order or legal process served on our Website or is
otherwise necessary in order to perform verification analysis on the client’s identity for the
purposes of safeguarding their account and securing their personal information.

The Company will not be liable for misuse or loss of personal information resulting from
cookies on the Website that the Company does not have access to or control over. The
Company will not be liable for unlawful or unauthorized use of your personal information
due to misuse or misplacement of your passwords, negligent or malicious, however
Contacted.



Transfer to third parties

Cybercube does not give Personal Data of Users to third parties.

Data security

Cybercube makes use of appropriate technical and organizational security procedures, among
other things to ensure that unauthorized persons do not gain access to Personal Data and to
prevent the loss, unlawful use, or modification of Personal Data.

Consent

By accessing the Website, you consent to the Company collecting, maintaining, using and
disclosing personal data about you and provided by you or by another person as in
accordance with this Privacy Policy.

Change Privacy Statement

Cybercube reserves the right to amend this Privacy Statement. Every modification will be
announced via website. By making use of the website after making changes you agree to a
modified Privacy Statement. Keep an eye on this page for all changes.


